
We arrange a secure data erasure  

either on our premises or 

on the customer's site.

Start, initiation and reporting of the erasure process 
are all automated. Erasure over distance is possible 
via a central and web-based management system 
that allows the process to be monitored. Accessibili-
ty to the system by others can be obviated. Compati-
bility with outdated and up-to-date information 
technology systems is guaranteed.

Deleted information is basically recoverable. Only by 
overwriting the data multiple times a recovery is 
made impossible. We delete your data with the stan-
dard of the German Federal Office for Information 
Security (BSI), the standard from the US Department 
of Defense (DOD), or other internationally accepted 
standards for data erasure.

INTERNATIONALLY ACCEPTED 
STANDARDS OF ERASURE
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BENEFITS OF OUR 
ERASURE SOFTWARE

SECURE DATA ERASURE OF 
PERSONAL INFORMATION

Our erasure software can be booted via PXE 
networks or other media (CD, DVD, USB). Each of our 
erasure lines allows an erasure rate of about 200 
computer systems (secure data erasure) per day.

+  Secure & Automated Data Destruction

+  Savings in Human Resources

+  Minimizing User Errors

+  Centralized Monitoring of the Erasure Process

+  Automatically Generated Erasure Reports

+  Network Based Report Transmission

Personal information needs to be destructed by 
secure data erasure. This requirement for a secure 
erasure exists when the controller plans to dispose, 
pass on, or resell their systems. Our erasure 
software therefore allows a legally compliant dispo-
sal of used IT.
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OUR PROCESS

Reselling used IT requires a secure data 
erasure of servers, laptops, smartphones, 
tablets, PCs, printers, storage, and other 
media and systems.

HANDOVER DEVICE  / USED IT

The centralized and web-based manage-
ment system allows secure data erasure, 
which can be accompanied and monitored 
by a Data Protection Officer.

SECURE ERASURE PROCESS

Our software solution generates a revisi-
on-proof data erasure report with detailed 
information concerning the erased system 
and the applied erasure method. This 
report serves as evidence for secure data 
erasure in front of the data protection 
supervisory authorities.

DETAILED ERASURE REPORT

Risks that occur when passing on or 
sorting out IT-systems or storage devices 
are eliminated. Returning sorted out 
systems to a lessor or reselling them is no 
longer a problem. 

RETURNING DEVICE  / USED IT
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